SEYCHELLES BIRD RECORDS COMMITTEE PRIVACY POLICY

Last update: 4 January 2021

Seychelles Bird Records Committee (hereafter, "SBRC"), respect your concerns about privacy. This Privacy Policy (hereafter “the policy”) describes the types of personal information we collect about clients and other visitors to our website, www.seychellesbirdrecordscommittee.com (hereafter “the website”), how we may use the information and with whom we may share it. The notice also describes the measures we take to safeguard personal information. In addition, we tell you how you can ask us to (i) access or change the personal information we maintain about you, (ii) withdraw consent you previously provided to us, (iii) refrain from sending you certain communications, and (iv) answer questions you may have about our privacy practices.

The purpose of the policy is to explain to visitors to our website how we control, process, handle and protect your personal information while you browse or use this website. If you do not agree to the following policy you may wish to cease visiting this website, and or refrain from submitting your personal data to us.

Our policy embodies the following key principles: legality, fairness & transparency, purpose limitation, data minimisation, accuracy, storage limitation, integrity & confidence and accountability.

Your Personal Data and Your Rights

Under the General Data Protection Regulation (GDPR) we control and/or process any personal information received via the website electronically. We will continue to process your information under this basis unless you withdraw consent. We do not share your information with third parties. If, as determined by us, the lawful basis upon which we process your personal information changes, we will notify you about the change and any new lawful basis to be used, if necessary. Under GDPR your rights are:

- the right of access;
- the right to rectification;
- the right to erasure;
- the right to restrict processing;
- the right to data portability;
- the right to object; and
- the right not to be subject to automated decision-making including profiling.

Data Security and Protection

We ensure the security of any personal information we hold by using precise procedures in how we store, access and manage that information. Our methods meet the GDPR compliance requirement.
Email Marketing Messages

We do not send email marketing messages.

Information SBRC Obtains

We process names, email addresses and telephone numbers of persons to whom we correspond on the assumption that the person who provided the information obtained it in accordance with applicable law. If this assumption is incorrect, please do not ask us to send information to third parties on your behalf.

In accordance with applicable law, we may obtain your consent separately before collecting information by automated means using cookies or similar devices. This involves placing a small text file on your device to track your use of the website and log pages viewed. We use a cookie control system which allows you to accept the use of cookies, and control which cookies are saved to your device / computer. Some cookies will be saved for specific time periods, where others may last indefinitely. Your web browser should provide you with the controls to manage and delete cookies from your device, please see your web browser options.

We may obtain personal information (such as name, contact details). The types of personal information we may obtain include:

- Individual contact information (such as name, physical address, email address and telephone or fax number)
- Information that enables us to verify an individual's identity
- Names, email addresses and telephone numbers of others to whom we are asked to send information
- Content posted on our official website via contact forms
- The geographic location of website users
- Other personal information that may be provided to us.

We may receive personal information from third parties, including public databases, social media platforms, or third party partners such as analytics or marketing providers.

When you visit the website or interact with SBRC-related tools, widgets or plug-ins, we may collect certain information by automated means, such as cookies and web beacons. The information we collect in this manner includes IP address, unique device identifier, browser characteristics, device characteristics, operating system, language preferences, referring URLs, information on actions taken, and dates and times of activity. A "cookie" is a text file that websites send to a visitor's computer or other internet-connected device to uniquely identify the visitor's browser or to store information or settings in the browser. A "web beacon" also known as an Internet tag, pixel tag or clear GIF, links web pages or apps to web servers and may be used to transmit information back to a web server. Through these automated collection methods, we obtain and store “clickstream” data to tell us usage patterns. We may link certain data elements we have collected through automated means, such as your browser information, with other information we have obtained about you to
let us know, for example, whether you have opened an email we sent to you. We also may use third-party analytics tools that collect information about visitor traffic on our websites or apps. We may collect personal information about our visitors' online activities, over time and across third-party websites, when using our websites and apps.

How SBRC Uses Information Obtained

We may use the information we obtain to:

- Create an archive of records of bird sightings
- Provide information on SBRC decisions regarding the authentication of bird records.
- Respond to and communicate with you about your bird records, questions and comments
- Perform data analyses

In addition, we use information collected online through cookies, web beacons and other automated means for purposes such as (i) customising our users' visits to our websites and apps, (ii) delivering content tailored to our users' interests and (iii) managing our activities. We may supplement data we collect through automated means with information about your location to provide you with content that may be of interest to you. We also use this information to help diagnose technical and service problems, administer our websites and apps, identify users of our websites and apps, and gather demographic information about our users. We use clickstream data to determine usage patterns and how we may tailor our websites and apps to better meet the needs of our users. Our website is not designed to respond to "do not track" requests from browsers.

The legal bases for which we collect, use, transfer or disclose your personal information include (i) the performance of the contract we have with you, (ii) marketing, improvement of our services and other legitimate business interests, (iii) compliance with a legal obligation, and (iv) the protection of yours and others vital interests. The corresponding purposes for which we process your personal information are systematically included in the “How We Use the Information We Obtain” section in the privacy policy above.

We may process your personal information based on your consent, where required by law. If we request your consent, we will inform you of the intended purposes for which your information will be processed. We also may use the information we obtain about you in other ways for which we provide specific notice at the time of collection.

Data Retention by SBRC

Your personal information will be stored for the purposes for which they were collected or as required under applicable retention policies and/or in accordance with applicable law. Our retention policies reflect local statute of limitation periods and national statutory obligations of SBRC.

International Data Transfers by SBRC
SBRC may transfer the personal information we collect about you to countries other than the country in which the information originally was collected. Those countries may not have the same data protection laws as the country in which you initially provided the information.

When SBRC transfers your personal information to other countries, we will protect that information as described in this policy and in accordance with applicable law.

If you are a resident of the European Economic Area, we may transfer your personal information to countries that have not been found by the European Commission to provide adequate protection, including the United States. For any such transfers, SBRC takes necessary contractual measures to ensure that your personal information receives an adequate level of protection (including, for example, standard contractual clauses).

**Information SBRC Shares**

SBRC does not sell or otherwise share personal information about you, except as described in this policy. SBRC shares personal information with third parties who perform services on our behalf. These third parties are not authorised by us to use or disclose the information except as necessary to perform services on our behalf or comply with legal requirements.

SBRC also may disclose information about you (i) if SBRC are required to do so by law, regulation or legal process (such as a court order or subpoena), (ii) in response to requests by government agencies, such as law enforcement authorities, or (iii) when SBRC believe disclosure is necessary or appropriate to prevent physical harm or financial loss or in connection with an investigation of suspected or actual illegal activity. SBRC reserves the right to transfer any information about you in the event we sell or transfer all or a portion of our business or assets.

**Your Options**

SBRC offer you certain choices about how to communicate with you and what information is collected from you. You also may ask SBRC not to send you any communications by using the "Contact Us" page of this website and SBRC will honour your request. In addition, you may object at any time on legitimate grounds and free of charge to the processing of your personal information and SBRC will apply your preferences. You may ask us to refrain from sharing your personal information with other third parties for their marketing purposes. Please tell us your preference by contacting us.

**Access and Correction**

You may obtain a copy of certain personal information SBRC maintains about you or update or correct inaccuracies in that information by contacting us on this website. To help protect your privacy and maintain security, SBRC will take steps to verify your identity and/or may ask you to provide other details before granting you access to the information. In addition, if you believe that personal information SBRC maintains about you is inaccurate, subject to applicable law, you may have the right to request that SBRC correct or amends the information by contacting us as indicated below.
Non-SBRC Places and Services

For your convenience and information our website contains links to non-SBRC websites, which are operated by organisations not affiliated with SBRC. These organisations may have their own privacy policies or notices, which we strongly suggest you review. SBRC are not responsible for the privacy practices of any organisation other than SBRC.

How SBRC Protects Personal Information

SBRC maintains administrative, technical and physical safeguards designed to protect the personal information you provide against accidental, unlawful or unauthorised destruction, loss, alteration, access, disclosure or use.

Updates to Our Privacy Policy

This policy may be updated periodically and without prior notice to you to reflect changes in our personal information practices. We will indicate at the top of the policy when it was most recently updated.

How to Contact SBRC

If you have any questions or comments about this policy, or if you would like us to update information we have about you or your preferences, please contact us by using the Contact Us page of this website.

You also may write to us at:

Seychelles Bird Records Committee, PO Box 336, Seychelles, or:

Hazeley Brook, Keele Road, Keele, Staffs, ST5 5AL, UK

Attention: The Secretary

Your Personal Information Rights

In addition to the right to access and correction, as specified above (under “Access and Correction” in the main body of this policy), you have (i) the right to request the transmission of the personal information you have provided to us to you or another company, (ii) the right to object to any uses or disclosures of your personal information, (iii) the right to withdraw your consent in relation to our processing of your personal information based on your consent, (iv) the right to request deletion of your personal information and (iv) the right to request that we restrict processing of your personal information.

You may exercise these rights free of charge unless the request is unfounded, excessive, or otherwise unreasonable, for instance because it is repetitive. In some situations, we may refuse to act or may impose limitations on your rights, as permitted by law. Before SBRC is able to provide you with any information or correct any inaccuracies, we may ask you to
verify your identity and/or provide other details to help us respond to your request. For the exercise of your rights, please contact us using the contact form of our website. In all cases, you have a right to file a complaint with a Data Protection Authority.